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The article "La géopolitique de l'intelligence artificielle : régulation et puissance" The article "La géopolitique de l'intelligence artificielle : régulation et puissance" 
by Karim Benyekhlef and Jie Zhu (2024) explains how AI has become a priority by Karim Benyekhlef and Jie Zhu (2024) explains how AI has become a priority 
geopolitical and geoeconomic resource in contemporary international power geopolitical and geoeconomic resource in contemporary international power 
competition. competition. 

Benyekhlef, K., & Zhu, J. (2024). La géopolitique de l’intelligence artificielle 
: régulation et puissance. Lex Electronica, 29(1). https://www.erudit.org/fr/
revues/lex/2024-v29-n1-lex097421115070/ar/

AI and Geopolitics
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The article argues that AI is today The article argues that AI is today 
closely engaged in both military and closely engaged in both military and 
economic competition among major economic competition among major 
world powers—the U.S., China, and, to world powers—the U.S., China, and, to 
a lesser extent, the EU. AI technologies a lesser extent, the EU. AI technologies 
are enhancing national security and are enhancing national security and 
battlefield coordination resilience as battlefield coordination resilience as 
well as transforming world markets and well as transforming world markets and 
industrial dominance.industrial dominance.
The U.S. still has a significant lead in AI with The U.S. still has a significant lead in AI with 
its digital behemoths—Google, Amazon, its digital behemoths—Google, Amazon, 
Meta, and Apple—and leverages its control Meta, and Apple—and leverages its control 
over global financial infrastructures (such over global financial infrastructures (such 
as the dollar system and supply chains). as the dollar system and supply chains). 
Through legislative tools such as the Through legislative tools such as the 
CHIPS and Science Act and the active CHIPS and Science Act and the active 
enforcement of sanctions, America enforcement of sanctions, America 
militarizes economic policy to ensure militarizes economic policy to ensure 
technological supremacy. China, however, technological supremacy. China, however, 
accelerates its national strategy for AI accelerates its national strategy for AI 
development to challenge American development to challenge American 
dominance. Europe, lacking its own tech dominance. Europe, lacking its own tech 
giants, is seeking to project influence giants, is seeking to project influence 
through regulation, establishing itself as through regulation, establishing itself as 
a normative power by compliance-based a normative power by compliance-based 
legislative proposals like the EU AI Act. The legislative proposals like the EU AI Act. The 
article, however, questions whether such article, however, questions whether such 
regulation will have any tangible impact regulation will have any tangible impact 
in a space where security and strategic in a space where security and strategic 
interests guide policymaking.interests guide policymaking.
The article also places AI within the broader The article also places AI within the broader 
context of the restructuring of geopolitical context of the restructuring of geopolitical 
space by digital technologies. The creation space by digital technologies. The creation 
of cyberspace—constructed by human of cyberspace—constructed by human 

infrastructure—blurs traditional notions infrastructure—blurs traditional notions 
of sovereignty, territory, and jurisdiction. of sovereignty, territory, and jurisdiction. 
The authors describe cyberspace as a The authors describe cyberspace as a 
multilayered domain made up of physical multilayered domain made up of physical 
infrastructure, logical networks, software infrastructure, logical networks, software 
systems, and data flows, each of which systems, and data flows, each of which 
opens up new terrain for geopolitical opens up new terrain for geopolitical 
contest and regulatory tension.contest and regulatory tension.
They also argue that this digital revolution They also argue that this digital revolution 
erodes the Westphalian order of state erodes the Westphalian order of state 
sovereignty. Sovereignty is no longer sovereignty. Sovereignty is no longer 
exclusively tied to territorial boundaries exclusively tied to territorial boundaries 
but is ever more exercised in terms of but is ever more exercised in terms of 
control over information flows, access control over information flows, access 
to digital infrastructure, and standard-to digital infrastructure, and standard-
setting. This has generated new trends of setting. This has generated new trends of 
centralization around technology giants centralization around technology giants 
and telecommunications companies, and telecommunications companies, 
some of which rival states in their ability some of which rival states in their ability 
to shape behaviors and norms. Here, to shape behaviors and norms. Here, 
even individual rights are increasingly even individual rights are increasingly 
mediated by digital surveillance and mediated by digital surveillance and 
governance technologies.governance technologies.
In all, AI is not just a technical revolution In all, AI is not just a technical revolution 
but a remaking force for global power but a remaking force for global power 
arrangements, new paradigms of legal arrangements, new paradigms of legal 
authority, and regulatory jurisdiction. The authority, and regulatory jurisdiction. The 
authors call for a critical reexamination authors call for a critical reexamination 
of sovereignty, regulation, and normative of sovereignty, regulation, and normative 
legitimacy under conditions of algorithmic legitimacy under conditions of algorithmic 
rule and digital interdependence, as rule and digital interdependence, as 
the quest for AI supremacy continues to the quest for AI supremacy continues to 
reshape the balance of power in the 21st reshape the balance of power in the 21st 
century.century.

 Prospective research1
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He writes about how this thinking first He writes about how this thinking first 
arose in Silicon Valley with a virtually arose in Silicon Valley with a virtually 
religious belief in technological religious belief in technological 
progress and the capability of electronic progress and the capability of electronic 
equipment. This instinct is to redefine equipment. This instinct is to redefine 
troublesome questions as technical troublesome questions as technical 
issues, thereby sidestepping the political issues, thereby sidestepping the political 
or ethical arguments that go along or ethical arguments that go along 
with them. Pajot adds that this shift is with them. Pajot adds that this shift is 
oftentimes accompanied by a rejection oftentimes accompanied by a rejection 
of traditional democratic institutions of traditional democratic institutions 
and a growing appeal among some and a growing appeal among some 
technology actors to more direct, even technology actors to more direct, even 
authoritarian, forms of governance, authoritarian, forms of governance, 
connected to the American far right.connected to the American far right.
The podcast explains how digital The podcast explains how digital 
technologies are increasingly being technologies are increasingly being 
employed by states as management employed by states as management 
tools and instruments of social tools and instruments of social 
transformation, in the guise of nudges, transformation, in the guise of nudges, 
choice algorithms, or citizen choice algorithms, or citizen 
engagement platforms. Defined by engagement platforms. Defined by 
these technologies, the state takes on a these technologies, the state takes on a 
"solutionist" role, replacing democratic "solutionist" role, replacing democratic 
discussion with algorithmic answers, discussion with algorithmic answers, 
directed frequently to symptoms directed frequently to symptoms 
and not causes. According to Pajot, and not causes. According to Pajot, 
this model erodes society's general this model erodes society's general 
ability to deliberate, bargain, and build ability to deliberate, bargain, and build 
community. He particularly highlights community. He particularly highlights 
the danger of a state that no longer the danger of a state that no longer 
listens to its people, but profiles, listens to its people, but profiles, 
segments, and governs them through segments, and governs them through 

algorithmic calculations.algorithmic calculations.
Faced with this dynamic, Europe is Faced with this dynamic, Europe is 
attempting to place legal frameworks attempting to place legal frameworks 
on top, specifically through the AI Act. on top, specifically through the AI Act. 
But Pajot warns against regulation that, But Pajot warns against regulation that, 
although intended to be protective, although intended to be protective, 
could potentially fall into the trap of could potentially fall into the trap of 
solutionism itself if it fails to take the solutionism itself if it fails to take the 
necessary step back. He gestures toward necessary step back. He gestures toward 
the already palpable temptation to the already palpable temptation to 
introduce such authoritarian tools introduce such authoritarian tools 
as social credit in softer forms, in the as social credit in softer forms, in the 
form of environmental optimization form of environmental optimization 
or behavioral management. What or behavioral management. What 
this analysis reveals is that the this analysis reveals is that the 
mythical "double transition"—digital mythical "double transition"—digital 
and ecological—is more commonly and ecological—is more commonly 
envisioned on the same ideological envisioned on the same ideological 
grid, one that condenses the necessary grid, one that condenses the necessary 
changes into nothing more than changes into nothing more than 
engineering problems.engineering problems.
Benjamin Pajot therefore calls for a Benjamin Pajot therefore calls for a 
reappropriation of politics: not about reappropriation of politics: not about 
denying technology, but about not denying technology, but about not 
letting it substitute democratic letting it substitute democratic 
decision-making. Technology should decision-making. Technology should 
be a tool, not the objective. He invites be a tool, not the objective. He invites 
us to go back to understanding the us to go back to understanding the 
social, economic, and historical reasons social, economic, and historical reasons 
behind the crises of today, so that online behind the crises of today, so that online 
tools can facilitate a collective project, tools can facilitate a collective project, 
and not be used as an excuse for political and not be used as an excuse for political 
responsibility.responsibility.

The Rise of Techno-Solutionism

On this episode of the podcast "Le monde selon l'Ifri" (The World According to On this episode of the podcast "Le monde selon l'Ifri" (The World According to 
Ifri), Benjamin Pajot, a co-researcher at Ifri's Geopolitics of Technology Center, Ifri), Benjamin Pajot, a co-researcher at Ifri's Geopolitics of Technology Center, 
discusses the rise of techno-solutionism, the idea that any social, political, or discusses the rise of techno-solutionism, the idea that any social, political, or 
ecological problem can and should be solved with technology. ecological problem can and should be solved with technology. 

Prospective research

Pajot, B. (2025, 12 mai). Techno-solutionnisme : la Silicon Valley à l’assaut de la 
Maison Blanche ? [Épisode de podcast]. Le monde selon l’Ifri. Institut français 
des relations internationales. https://www.ifri.org/fr/podcast Techno-
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Feeling the strategic value of AI, the Feeling the strategic value of AI, the 
author depicts it as a factor determining author depicts it as a factor determining 
future global hegemony: those powers future global hegemony: those powers 
that would invest and manage AI that would invest and manage AI 
effectively will determine the next effectively will determine the next 
decades' geopolitical map.decades' geopolitical map.
Mokrova’s core thesis is that the speeding Mokrova’s core thesis is that the speeding 
diffusion of AI in international affairs calls diffusion of AI in international affairs calls 
for a new framework of analysis. She for a new framework of analysis. She 
inquires: how does AI differ from past inquires: how does AI differ from past 
technologies in its ability to reshape technologies in its ability to reshape 
security, economics, and decision-security, economics, and decision-
making? And what are the implications for making? And what are the implications for 
conventional International Relations (IR) conventional International Relations (IR) 
theories? Employing interdisciplinarity theories? Employing interdisciplinarity 
methodology, the research evaluates methodology, the research evaluates 
rising trends and normative deficits in rising trends and normative deficits in 
both academia and policy.both academia and policy.
First, Mokrova names three spaces in First, Mokrova names three spaces in 
which AI is revolutionizing IR. The analytical which AI is revolutionizing IR. The analytical 
space includes the ability of AI to process space includes the ability of AI to process 
huge volumes of data at accelerated huge volumes of data at accelerated 
speeds, for much enhanced situational speeds, for much enhanced situational 
awareness and strategic insight. Finally, awareness and strategic insight. Finally, 
her operational space foresees future use her operational space foresees future use 
of AI in real decision-making, though one of AI in real decision-making, though one 
that she acknowledges continues to be that she acknowledges continues to be 
circumscribed by regulative, ethical, and circumscribed by regulative, ethical, and 
legal limits.legal limits.
Second, the paper explores how AI Second, the paper explores how AI 
interacts with great IR paradigms:interacts with great IR paradigms:
• Realism: AI increases great-power • Realism: AI increases great-power 
competition by intensifying arms races competition by intensifying arms races 
and surveillance capacity, especially and surveillance capacity, especially 

through autonomous defense systems through autonomous defense systems 
such as killer drones.such as killer drones.
• Liberal/Idealist: AI presents new • Liberal/Idealist: AI presents new 
opportunities for global collaboration opportunities for global collaboration 
through multilateral regulation, dignity-through multilateral regulation, dignity-
centered innovation, and humanitarian centered innovation, and humanitarian 
norms. Worries remain regarding norms. Worries remain regarding 
adherence to international law, human adherence to international law, human 
rights, and participatory regulation.rights, and participatory regulation.
• Neoliberalism (global markets and • Neoliberalism (global markets and 
free trade): AI complicates economic free trade): AI complicates economic 
relations. It has the potential to widen relations. It has the potential to widen 
disparities, as the less developed nations disparities, as the less developed nations 
may not be able to afford advanced AI, may not be able to afford advanced AI, 
and mass automation threatens labor and mass automation threatens labor 
markets.markets.
• Constructivism: Grounded in norms, • Constructivism: Grounded in norms, 
identity, and perception, this perspective identity, and perception, this perspective 
is once again challenged: can decision is once again challenged: can decision 
logic encoded in AI include values, bias, logic encoded in AI include values, bias, 
and collective meaning-making, or will it and collective meaning-making, or will it 
replace human agency with algorithmic replace human agency with algorithmic 
thinking?thinking?
Lastly, Mokrova contends that AI radically Lastly, Mokrova contends that AI radically 
reshapes the structure and substance of reshapes the structure and substance of 
international relations. Classical IR schools international relations. Classical IR schools 
of thought are good starting points, but of thought are good starting points, but 
they must risk becoming obsolete if they must risk becoming obsolete if 
they are not capable of accounting for they are not capable of accounting for 
the revolutionary power of AI to redefine the revolutionary power of AI to redefine 
world governance, competition, and world governance, competition, and 
diplomacy. New theoretical tools and diplomacy. New theoretical tools and 
approaches are required, she encourages, approaches are required, she encourages, 
to comprehend an AI-surrounded world.to comprehend an AI-surrounded world.

How is AI Reshaping 
International Relations?

In this paper, Mokrova traces AI’s evolution from philosophical conjecture to In this paper, Mokrova traces AI’s evolution from philosophical conjecture to 
tangible tools whose traces are now visible in contemporary international tangible tools whose traces are now visible in contemporary international 
relations—not just within the environments of the military and defense spheres, relations—not just within the environments of the military and defense spheres, 
but the potential and scope are also present in education, business, culture, and but the potential and scope are also present in education, business, culture, and 
healthcare. healthcare. 

Prospective research

Mokrova, E. (2025, 20 février). Artificial Intelligence in International 
Relations – Future or Reality? SSRN. https://ssrn.com/abstract=5149271
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“Silicon Sovereignty”: Who Really 
Controls AI?

Chesterman critically examines the radical rise of what he terms "silicon Chesterman critically examines the radical rise of what he terms "silicon 
sovereignty"—a world where the authority previously held by states is assumed sovereignty"—a world where the authority previously held by states is assumed 
by a small elite of tech companies. He notes that public debates around AI by a small elite of tech companies. He notes that public debates around AI 

Prospective research

Chesterman, S. (2025, 7 mai). Silicon Sovereigns: Artificial Intelligence, 
International Law, and the T the Tech–Industrial Complex (arXiv preprint No. 
2505.05506). arXiv. https://arxiv.org/abs/2505.05506

As Chesterman believes, in the world of AI, As Chesterman believes, in the world of AI, 
there is a very distinctive reinforcement of there is a very distinctive reinforcement of 
a balance between public and private a balance between public and private 
control. While governments are finding it control. While governments are finding it 
increasingly difficult to keep up with rapidly increasingly difficult to keep up with rapidly 
changing technology, unprecedented changing technology, unprecedented 
power is concentrating in the hands power is concentrating in the hands 
of just a few technology companies—of just a few technology companies—
whose reach now approximates that whose reach now approximates that 
of countries. According to Chesterman, of countries. According to Chesterman, 
"The 20th century saw the establishment "The 20th century saw the establishment 
of international institutions, but the 21st of international institutions, but the 21st 
century could see their destruction under century could see their destruction under 
privately dominated digital power."privately dominated digital power."
Chesterman argues that current debates Chesterman argues that current debates 
on AI governance unfortunately address on AI governance unfortunately address 
but pay scant attention to the structural but pay scant attention to the structural 
distributional nature of the issues involved, distributional nature of the issues involved, 
mainly by assuming AI as a neutral mainly by assuming AI as a neutral 
technology; instead, he finds AI power technology; instead, he finds AI power 
deeply political and economic, with deeply political and economic, with 
decisions in boardrooms being at least as decisions in boardrooms being at least as 
determinative as those in legislatures.determinative as those in legislatures.
As far as international law is concerned, As far as international law is concerned, 
Chesterman challenges the validity of Chesterman challenges the validity of 
contemporary legal structures in light of contemporary legal structures in light of 
corporate hegemony. He presents the corporate hegemony. He presents the 
fear that international institutions, once fear that international institutions, once 
foundations of global order, stand the foundations of global order, stand the 
risk of being superseded by proprietary risk of being superseded by proprietary 

platforms running transnationally but platforms running transnationally but 
democratically unaccountable. This raises democratically unaccountable. This raises 
grave questions regarding legitimacy, grave questions regarding legitimacy, 
enforcement, and fair representation in enforcement, and fair representation in 
AI governance.AI governance.
Furthermore, the essay identifies how the Furthermore, the essay identifies how the 
tech-industrial complex threatens global tech-industrial complex threatens global 
equity. Chesterman warns that disparate equity. Chesterman warns that disparate 
access to advanced AI can exacerbate access to advanced AI can exacerbate 
differences between developed and differences between developed and 
developing countries, between the developing countries, between the 
public and private spheres, and between public and private spheres, and between 
powerful firms and common users. powerful firms and common users. 
Last but not least, Chesterman calls for Last but not least, Chesterman calls for 
democratic control, legal accountability, democratic control, legal accountability, 
and distributive justice in the regulation of and distributive justice in the regulation of 
AI, challenging policymakers, researchers, AI, challenging policymakers, researchers, 
and civil society to give up their dystopian and civil society to give up their dystopian 
or utopian myths and engage the or utopian myths and engage the 
institutional issue of silicon sovereignty on institutional issue of silicon sovereignty on 
its own terms. By placing law, regulation, its own terms. By placing law, regulation, 
and public interest at the center, he and public interest at the center, he 
contends, the future of AI can align with contends, the future of AI can align with 
just and transparent forms of power for just and transparent forms of power for 
states and citizens alike, recontextualizing states and citizens alike, recontextualizing 
the technology not as a simplistic the technology not as a simplistic 
technical horizon or race to the battlefield technical horizon or race to the battlefield 
but as the characteristic struggle over but as the characteristic struggle over 
power, regulation, and world justice in an power, regulation, and world justice in an 
era defined by digital ascendancy.era defined by digital ascendancy.
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Chesterman, S. (2025, May 7). Silicon Sovereigns: Artificial Intelligence, International Law, and the 
Tech–Industrial Complex (arXiv preprint No. 2505.05506). arXiv. https://arxiv.org/abs/2505.05506
Chesterman, S. (2024). Who governs artificial intelligence? SSRN. https://papers.ssrn.com/sol3/
papers.cfm?abstract_id=5244169
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How is AI Reshaping Global 
Order?

Momtaz, R., Ülgen, S., & Winter-Levy, S. (2025, April 16). How AI 
is reshaping the global order [Audio podcast]. Carnegie Europe. 
https://carnegieeurope.eu/podcasts/europe-inside-out/how-ai-is-
reshaping-the-global-order

In the Europe Inside Out podcast, host Rym Momtaz joins Sinan Ülgen (Carnegie In the Europe Inside Out podcast, host Rym Momtaz joins Sinan Ülgen (Carnegie 
Europe) and Sam Winter-Levy (Carnegie Endowment) to talk about how AI—Europe) and Sam Winter-Levy (Carnegie Endowment) to talk about how AI—
especially generative models and large language systems—is transforming global especially generative models and large language systems—is transforming global 
politics, economics, and strategic competition.politics, economics, and strategic competition.

Prospective research

They start by highlighting the dual-use nature They start by highlighting the dual-use nature 
of AI: presenting immense capabilities—from of AI: presenting immense capabilities—from 
automating creative work and optimizing automating creative work and optimizing 
service delivery to facilitating surveillance, service delivery to facilitating surveillance, 
disinformation, and cyber operations—while disinformation, and cyber operations—while 
triggering alarm that AI may be weaponized triggering alarm that AI may be weaponized 
by authoritarian governments, malign non-by authoritarian governments, malign non-
state actors, and surveillance states.state actors, and surveillance states.
Emerging powers beyond the United Emerging powers beyond the United 
States and Europe—such as China, Saudi States and Europe—such as China, Saudi 
Arabia, and the UAE—are making their own Arabia, and the UAE—are making their own 
technology power plays, challenging the technology power plays, challenging the 
transatlantic duopoly in innovation and transatlantic duopoly in innovation and 
governance as well. Momtaz, Ülgen, and governance as well. Momtaz, Ülgen, and 
Winter-Levy discuss how these actors are Winter-Levy discuss how these actors are 
attempting to rewrite rules and assert digital attempting to rewrite rules and assert digital 
sovereignty. China, for instance, is proceeding sovereignty. China, for instance, is proceeding 
quickly despite U.S. bans on chip exports by quickly despite U.S. bans on chip exports by 
leveraging effective hardware utilization and leveraging effective hardware utilization and 
indigenous innovation to keep up with AI indigenous innovation to keep up with AI 
development.development.
The conversation highlights intensifying The conversation highlights intensifying 
transatlantic tensions over regulation. The transatlantic tensions over regulation. The 
U.S. and European Union have diverged in U.S. and European Union have diverged in 
approach—while the EU pushes ambitious approach—while the EU pushes ambitious 
rules like the AI Act, the U.S. shifts through rules like the AI Act, the U.S. shifts through 
export controls and geopolitical strategy export controls and geopolitical strategy 

to shape AI’s global diffusion. Winter-Levy to shape AI’s global diffusion. Winter-Levy 
emphasizes how export policies themselves emphasizes how export policies themselves 
are instruments of global influence, are instruments of global influence, 
potentially redefining U.S. soft and hard potentially redefining U.S. soft and hard 
power through AI policy.power through AI policy.
A major concern is whether current A major concern is whether current 
governance frameworks can keep pace. governance frameworks can keep pace. 
The structural dimension is also critical: The structural dimension is also critical: 
AI reshapes not just geopolitics but also AI reshapes not just geopolitics but also 
international economic value chains. international economic value chains. 
Dominant economies that lead in chip Dominant economies that lead in chip 
design, cloud infrastructure, and advanced design, cloud infrastructure, and advanced 
models are entrenching advantages, models are entrenching advantages, 
whereas developing nations are at risk of whereas developing nations are at risk of 
entrenching dependence on AI providers.entrenching dependence on AI providers.
Finally, Ülgen and Winter-Levy look to Finally, Ülgen and Winter-Levy look to 
the future of the technology sector. They the future of the technology sector. They 
outline scenarios ranging from fragmented outline scenarios ranging from fragmented 
tech blocs driven by national interests to tech blocs driven by national interests to 
more integrated, multilateral governance more integrated, multilateral governance 
structures, though both paths have trade-offs. structures, though both paths have trade-offs. 
The discussion outlines a picture of a world The discussion outlines a picture of a world 
order in transformation where power is no order in transformation where power is no 
longer solely state-centric but bound up with longer solely state-centric but bound up with 
digital infrastructure, with emergent powers digital infrastructure, with emergent powers 
reshaping norms and extant institutions reshaping norms and extant institutions 
scrambling to catch up.scrambling to catch up.
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Carnegie Europe. (2024, March 13). How AI is reshaping the global order [Podcast episode]. In 
R. Momtaz (Host), Europe Inside Out. Carnegie Endowment for International Peace. https://
carnegieendowment.org/podcasts/europe-inside-out/how-ai-is-reshaping-the-global-order
Winter-Levy, S., & Ülgen, S. (2024). Envisioning a Global Regime Complex to Govern Artificial 
Intelligence. Carnegie Endowment for International Peace. https://carnegieendowment.org/
research/202403//envisioning-a-global-regime-complex-to-govern-artificial-intelligence
Time. (2024, March 14). How China is advancing in AI despite U.S. chip bans. https://time.
com/7204164/china-ai-advances-chips
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The Canadian AI Safety Institute (CAISI) Research Program at CIFAR (Canadian The Canadian AI Safety Institute (CAISI) Research Program at CIFAR (Canadian 
Institute for Advanced Research) captures Canada's evolving strategy for promoting Institute for Advanced Research) captures Canada's evolving strategy for promoting 
the safe, ethical, and responsible development of AI. It envisions AI safety as a the safe, ethical, and responsible development of AI. It envisions AI safety as a 
multidimensional problem that calls for an end-to-end solution—encompassing multidimensional problem that calls for an end-to-end solution—encompassing 
technical, social, legal, and geopolitical aspects.technical, social, legal, and geopolitical aspects.

Applied research

Applied research2

Institut canadien de la sécurité de l’intelligence artificielle (CAISI/
CIFAR). (2025, avril – juin). Programme de recherche de l’ICSIA [Page 
web]. CIFAR.

How Is Canada Trying to Promote 
a Safe, Ethical, and Responsible 
Development of AI?

The four key pillars of research informing The four key pillars of research informing 
the CAISI program need to be discussed. the CAISI program need to be discussed. 
Technical resilience is a priority first; one Technical resilience is a priority first; one 
wants AI systems to be transparent, wants AI systems to be transparent, 
controllable, and reliable. This entails controllable, and reliable. This entails 
conducting research in areas like conducting research in areas like 
adversarial robustness, interpretability, adversarial robustness, interpretability, 
uncertainty estimation, and large-scale uncertainty estimation, and large-scale 
oversight methods. The program seeks oversight methods. The program seeks 
to develop breakthroughs that provide to develop breakthroughs that provide 
capabilities for AI systems to act in capabilities for AI systems to act in 
reliable ways in uncharted situations, reliable ways in uncharted situations, 
with particular emphasis on applications with particular emphasis on applications 
of high stakes such as healthcare, of high stakes such as healthcare, 
critical infrastructure, and autonomous critical infrastructure, and autonomous 
systems.systems.
Second, the program addresses Second, the program addresses 
institutional and legal regimes of AI institutional and legal regimes of AI 
regulation. This includes assessing what regulation. This includes assessing what 
existing Canadian and international existing Canadian and international 
legal instruments can be adapted legal instruments can be adapted 
to address emerging technological to address emerging technological 
advances, and where new regulations advances, and where new regulations 
or norms might be needed. CAISI or norms might be needed. CAISI 
encourages anticipatory governance encourages anticipatory governance 
approaches that are proactive rather approaches that are proactive rather 
than reactive, drawing lessons from than reactive, drawing lessons from 
cybersecurity, biotechnology, and data cybersecurity, biotechnology, and data 
protection law.protection law.
Third, CAISI incorporates social and Third, CAISI incorporates social and 
ethical sensitivity, integrating applied ethical sensitivity, integrating applied 
sociology, philosophy, Indigenous sociology, philosophy, Indigenous 
studies, and education research. The studies, and education research. The 

paper stresses the importance of paper stresses the importance of 
diversity in AI design to ensure that diversity in AI design to ensure that 
marginalized groups—most urgently, marginalized groups—most urgently, 
Indigenous peoples—are meaningfully Indigenous peoples—are meaningfully 
included in research, consultation, and included in research, consultation, and 
deployment. It invites efforts that bring deployment. It invites efforts that bring 
together multiple epistemologies, together multiple epistemologies, 
including Indigenous knowledge including Indigenous knowledge 
systems, to improve the ethical remit of systems, to improve the ethical remit of 
AI safety.AI safety.
The fourth pillar concerns geopolitical The fourth pillar concerns geopolitical 
and economic resilience. As AI becomes and economic resilience. As AI becomes 
the source of international influence, the source of international influence, 
CAISI sees Canada needing to gain CAISI sees Canada needing to gain 
access to critical AI infrastructure—access to critical AI infrastructure—
compute power, data, and human compute power, data, and human 
capital—and end reliance on foreign capital—and end reliance on foreign 
tech monopolies. It advocates for tech monopolies. It advocates for 
international research cooperation, international research cooperation, 
but under a framework that preserves but under a framework that preserves 
Canadian sovereignty and security. Canadian sovereignty and security. 
This means investing in public-interest This means investing in public-interest 
AI, capacity building, and university-AI, capacity building, and university-
industry-government partnerships that industry-government partnerships that 
help set standards and norms.help set standards and norms.
In the report, CAISI imagines an AI safety In the report, CAISI imagines an AI safety 
vision that is holistic, participatory, and vision that is holistic, participatory, and 
anticipatory. It recognizes that safety is anticipatory. It recognizes that safety is 
not only about avoiding technical failure not only about avoiding technical failure 
but also about creating institutional but also about creating institutional 
ecosystems that support democratic ecosystems that support democratic 
governance, equitable innovation, and governance, equitable innovation, and 
long-term societal prosperity.long-term societal prosperity.
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In this article, Bucknall et al. (2025) address the possibility of cooperation In this article, Bucknall et al. (2025) address the possibility of cooperation 
between geopolitical competitors—the United States and China—on technical between geopolitical competitors—the United States and China—on technical 
AI safety, in the face of increasing tensions in global relations. The authors argue AI safety, in the face of increasing tensions in global relations. The authors argue 
that while AI competition is increasingly influencing strategic dynamics, shared that while AI competition is increasingly influencing strategic dynamics, shared 
worries about existential risks, misalignment, and runaway deployments of worries about existential risks, misalignment, and runaway deployments of 
advanced systems provide incentives for even rival states to cooperate on safety advanced systems provide incentives for even rival states to cooperate on safety 
research and standards. research and standards. 

Applied research

Applied research

AI Safety Cooperation Among 

Bucknall, B., Siddiqui, S., Thurnherr, L., McGurk, C., Harack, B., Reuel, 
A., … & Segerie, C.-R. (2025, April 17). In which areas of technical AI 
safety could geopolitical rivals cooperate? arXiv. https://arxiv.org/
abs/2504.12914

The article identifies numerous technical The article identifies numerous technical 
areas where such cooperation might be areas where such cooperation might be 
both feasible and advantageous to all both feasible and advantageous to all 
sides. sides. 
These include robust studies (attempting These include robust studies (attempting 
to get AI systems to behave reliably in to get AI systems to behave reliably in 
unexpected situations), interpretability unexpected situations), interpretability 
(attempting to make AI decision-(attempting to make AI decision-
making more interpretable), adversarial making more interpretable), adversarial 
robustness (protecting models from robustness (protecting models from 
malicious manipulation), and scalable malicious manipulation), and scalable 
oversight (methods for controlling AI oversight (methods for controlling AI 
behavior as capabilities grow).behavior as capabilities grow).
The authors stress that these subjects are The authors stress that these subjects are 
not only vital to the safety of AI in the long not only vital to the safety of AI in the long 
term, but also relatively non-sensitive term, but also relatively non-sensitive 
compared to military applications, compared to military applications, 
and hence more amenable to joint and hence more amenable to joint 
research or open publication standards. research or open publication standards. 
Pointing to historical examples such Pointing to historical examples such 
as U.S.–Soviet collaboration on nuclear as U.S.–Soviet collaboration on nuclear 
non-proliferation and space science, non-proliferation and space science, 
the authors argue that international the authors argue that international 
collaboration on technical AI safety collaboration on technical AI safety 
need not be utopian. need not be utopian. 
They emphasize that cooperation does They emphasize that cooperation does 
not have to entail full trust, but rather not have to entail full trust, but rather 
credible verification mechanisms, clear credible verification mechanisms, clear 
boundaries, and confidence-building boundaries, and confidence-building 
measures—such as shared research measures—such as shared research 
benchmarks or multilateral technical benchmarks or multilateral technical 
standards.standards.
In particular, the paper distinguishes In particular, the paper distinguishes 

between politically charged issues (like between politically charged issues (like 
AI uses in surveillance, military systems, AI uses in surveillance, military systems, 
or ideological control) and technical or ideological control) and technical 
safety concerns orthogonal to strategic safety concerns orthogonal to strategic 
advantage. For instance, research on advantage. For instance, research on 
anomaly detection, system monitoring, anomaly detection, system monitoring, 
or safe shutdown mechanisms could or safe shutdown mechanisms could 
improve global resilience to AI accidents improve global resilience to AI accidents 
without compromising national security. without compromising national security. 
These technical domains constitute the These technical domains constitute the 
"low-politicization zones" that the authors "low-politicization zones" that the authors 
delineate, and they represent potential delineate, and they represent potential 
points of departure for discussion.points of departure for discussion.
The report also deals with present The report also deals with present 
challenges, including mistrust, asymmetry challenges, including mistrust, asymmetry 
in capabilities, and differences in models in capabilities, and differences in models 
of governance. Yet the authors believe that of governance. Yet the authors believe that 
waiting for an AI crisis to occur would be waiting for an AI crisis to occur would be 
far riskier than starting modest forms of far riskier than starting modest forms of 
cooperation right away. The authors call for cooperation right away. The authors call for 
multilateral institutions, research funders, multilateral institutions, research funders, 
and scientific communities to create a and scientific communities to create a 
culture of open technical exchange, even culture of open technical exchange, even 
in an era of geopolitical fragmentation.in an era of geopolitical fragmentation.
In conclusion, Bucknall et al. demand In conclusion, Bucknall et al. demand 
the development of a shared scientific the development of a shared scientific 
infrastructure for AI safety and emphasize infrastructure for AI safety and emphasize 
that the global nature of the risks demands that the global nature of the risks demands 
international collaboration. Their verdict international collaboration. Their verdict 
is clear: technical coordination on AI is clear: technical coordination on AI 
safety is not only possible but essential safety is not only possible but essential 
to responsibly steer the emerging AI to responsibly steer the emerging AI 
landscape.landscape.
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The article "Ethical Considerations for the Military Use of Artificial Intelligence in The article "Ethical Considerations for the Military Use of Artificial Intelligence in 
Visual Reconnaissance" by Anneken et al. (2025) presents the complex ethical Visual Reconnaissance" by Anneken et al. (2025) presents the complex ethical 
and operational problems arising when AI is used for military surveillance and operational problems arising when AI is used for military surveillance 
missions, specifically in visual data analysis. missions, specifically in visual data analysis. 

Applied research

Applied research

Anneken, M., Burkart, N., Jeschke, F., Kuwertz Wolf, A., Mueller, A., 
Schumann, A., & Teutsch, M. (2025, February 5). Ethical Considerations 
for the Military Use of Artificial Intelligence in Visual Reconnaissance. 
arXiv. https://arxiv.org/abs/2502.03376

The Use of AI in a Military 
Context: Thoughts and Ethics The authors highlight how AI-driven The authors highlight how AI-driven 

systems can improve capabilities in systems can improve capabilities in 
surveillance, detection, and decision-surveillance, detection, and decision-
making—but can also undermine legal making—but can also undermine legal 
standards, accountability, and moral standards, accountability, and moral 
responsibility in war zones.responsibility in war zones.
Visual intelligence, a key part of combat Visual intelligence, a key part of combat 
intelligence, has long relied on human intelligence, has long relied on human 
experts to interpret aerial, satellite, or experts to interpret aerial, satellite, or 
drone imagery. The introduction of drone imagery. The introduction of 
AI—computer vision and machine AI—computer vision and machine 
learning—is an attempt to accelerate learning—is an attempt to accelerate 
and automate those processes with and automate those processes with 
increased speed and scalability. increased speed and scalability. 
However, the authors caution that the However, the authors caution that the 
shift comes at catastrophic ethical shift comes at catastrophic ethical 
costs. Among the most important costs. Among the most important 
issues are whether AI rulings are issues are whether AI rulings are 
trustworthy, whether decision-making trustworthy, whether decision-making 
processes are transparent, and whether processes are transparent, and whether 
training biases may affect high-stakes training biases may affect high-stakes 
decisions.decisions.
Anneken et al. identify four major ethical Anneken et al. identify four major ethical 
elements. First, they refer to epistemic elements. First, they refer to epistemic 
risk or the risk of relying too heavily on AI risk or the risk of relying too heavily on AI 
output that may be insufficiently tested output that may be insufficiently tested 
or explainable to human operators. or explainable to human operators. 
When mistakes are made by AI—e.g., When mistakes are made by AI—e.g., 
misclassifying civilians as combatants—misclassifying civilians as combatants—
their consequences can be lethal. their consequences can be lethal. 
Second, legal responsibility: if an AI Second, legal responsibility: if an AI 
system is used for unlawful surveillance system is used for unlawful surveillance 
or targeting, laws and institutions or targeting, laws and institutions 
operating in a legal gray area must operating in a legal gray area must 

decide who is culpable—the developer, decide who is culpable—the developer, 
the commander, or the manufacturer.the commander, or the manufacturer.
Third, the authors cite value alignment, Third, the authors cite value alignment, 
questioning whether it is possible to questioning whether it is possible to 
code international humanitarian law, code international humanitarian law, 
proportionality, and necessity—both proportionality, and necessity—both 
very context-dependent and in many very context-dependent and in many 
cases, not precisely known. They argue cases, not precisely known. They argue 
that coding these norms into software that coding these norms into software 
is not only technically problematic but is not only technically problematic but 
perhaps reductionist as well, failing to perhaps reductionist as well, failing to 
appreciate the nuance of war ethics. appreciate the nuance of war ethics. 
Fourth, the authors emphasize human Fourth, the authors emphasize human 
control. Although some degree of control. Although some degree of 
automation is inevitable, retaining automation is inevitable, retaining 
substantive human control is vital to substantive human control is vital to 
accountability and legitimacy.accountability and legitimacy.
Importantly, the article proposes policy Importantly, the article proposes policy 
and design recommendations that and design recommendations that 
can mitigate these ethical risks. These can mitigate these ethical risks. These 
include investing in interpretable AI include investing in interpretable AI 
models, integrating human-in-the-models, integrating human-in-the-
loop architectures, independent loop architectures, independent 
auditing, and disclosing data sources auditing, and disclosing data sources 
and system boundaries. The authors and system boundaries. The authors 
also require more cross-sectoral also require more cross-sectoral 
dialogue among engineers, ethicists, dialogue among engineers, ethicists, 
military personnel, and legal experts to military personnel, and legal experts to 
create befitting development paths.create befitting development paths.
In conclusion, although AI may In conclusion, although AI may 
enhance visual monitoring, its use in enhance visual monitoring, its use in 
the military must be guided by robust the military must be guided by robust 
ethical principles and institutional ethical principles and institutional 
safeguards. safeguards. 
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Éric Allouche's "Digital Transformation of Education, Systems Approach and Applied Éric Allouche's "Digital Transformation of Education, Systems Approach and Applied 
Research" (2024) explains how digital technologies are revolutionizing education systems Research" (2024) explains how digital technologies are revolutionizing education systems 
and recommends a system, integrative approach that draws on applied research to and recommends a system, integrative approach that draws on applied research to 
conceptualize, implement, and evaluate digital transformation initiatives. Instead of conceptualize, implement, and evaluate digital transformation initiatives. Instead of 
considering digital tools in a vacuum, Allouche demands that education be considered considering digital tools in a vacuum, Allouche demands that education be considered 
a multi-faceted ecosystem in which governance, infrastructure, pedagogy, teacher a multi-faceted ecosystem in which governance, infrastructure, pedagogy, teacher 
training, and research all need to be aligned to create impactful and lasting change.training, and research all need to be aligned to create impactful and lasting change.

Applied research

Applied research

Allouche, É. (2024, 10 avril). Digital Transformation of Education, Systems 
Approach and Applied Research. arXiv. https://arxiv.org/abs/2406.11861

Digital Transformation of 
Education, Systems Approach 
and Applied Research

The article starts by acknowledging The article starts by acknowledging 
the spread of digital technologies the spread of digital technologies 
in education over the past decade—in education over the past decade—
accelerated by the COVID-19 pandemic—accelerated by the COVID-19 pandemic—
and the surrounding hype for innovation. and the surrounding hype for innovation. 
Allouche warns, however, that piecemeal Allouche warns, however, that piecemeal 
adoption of technologies in the absence adoption of technologies in the absence 
of strategic planning inevitably results of strategic planning inevitably results 
in fragmented systems, redundant in fragmented systems, redundant 
spending, and teacher resistance. He spending, and teacher resistance. He 
argues that instead of merely digitizing argues that instead of merely digitizing 
traditional practices, education systems traditional practices, education systems 
must be re-engineered using a systems must be re-engineered using a systems 
thinking mindset that considers thinking mindset that considers 
interdependencies between institutions, interdependencies between institutions, 
actors, technologies, and learning actors, technologies, and learning 
outcomes.outcomes.
One of the key contributions of the article One of the key contributions of the article 
is the emphasis on applied research is the emphasis on applied research 
as a mediator of public policy and as a mediator of public policy and 
innovation. Education reforms, argues innovation. Education reforms, argues 
Allouche, are too often either politically Allouche, are too often either politically 
mandated without empirical validation mandated without empirical validation 
or academically ghettoized without or academically ghettoized without 
effect on practice. Bridging this gap effect on practice. Bridging this gap 
requires partnership models involving requires partnership models involving 
diverse stakeholders, from policymakers diverse stakeholders, from policymakers 
to practitioners and private actors, to pilot, to practitioners and private actors, to pilot, 
evaluate, and iterate digital solutions evaluate, and iterate digital solutions 
in real educational environments. He in real educational environments. He 
illustrates this with case studies of pilot illustrates this with case studies of pilot 
initiatives in teacher education, AI-initiatives in teacher education, AI-
powered learning analytics, and hybrid powered learning analytics, and hybrid 

learning environments.learning environments.
The systems approach provided The systems approach provided 
by Allouche consists of five pillars: by Allouche consists of five pillars: 
(1) governance structures that are (1) governance structures that are 
aligned, (2) fair digital infrastructure, (3) aligned, (2) fair digital infrastructure, (3) 
professional development for teachers professional development for teachers 
and leaders, (4) shared pedagogical and leaders, (4) shared pedagogical 
models, and (5) robust feedback and models, and (5) robust feedback and 
assessment mechanisms. The model assessment mechanisms. The model 
emphasizes that digital transformation is emphasizes that digital transformation is 
not only technical, but also political and not only technical, but also political and 
cultural, requiring long-term vision and cultural, requiring long-term vision and 
commitment at the institutional level.commitment at the institutional level.
Allouche also broaches the social and Allouche also broaches the social and 
ethical implications of digitalization, ethical implications of digitalization, 
particularly in data privacy, equity, and particularly in data privacy, equity, and 
access. He stresses that marginalized access. He stresses that marginalized 
communities are usually left behind by communities are usually left behind by 
the promise of educational technologies the promise of educational technologies 
unless concerted efforts are made to unless concerted efforts are made to 
bridge the digital divide. Equity, therefore, bridge the digital divide. Equity, therefore, 
must be a guiding principle from the must be a guiding principle from the 
outset and not an afterthought.outset and not an afterthought.
In brief, Allouche suggests integrating In brief, Allouche suggests integrating 
applied research into every step of the applied research into every step of the 
digital transformation process—from digital transformation process—from 
concept and deployment to scaling concept and deployment to scaling 
and policy feedback. Only by adopting and policy feedback. Only by adopting 
a systems perspective founded on a systems perspective founded on 
real-world evidence can education real-world evidence can education 
systems fulfill the promise of digital systems fulfill the promise of digital 
tools to enhance learning, inclusion, and tools to enhance learning, inclusion, and 
institutional resilience.institutional resilience.
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Jean-Charles Audran's article addresses five main concerns that the advent of Jean-Charles Audran's article addresses five main concerns that the advent of 
generative AI—such as ChatGPT or image generators—poses to the evaluation of generative AI—such as ChatGPT or image generators—poses to the evaluation of 
students in education. As these technologies become increasingly accessible, students in education. As these technologies become increasingly accessible, 
they confront conventional models of evaluation, generating pedagogical, ethical, they confront conventional models of evaluation, generating pedagogical, ethical, 
and practical tensions. and practical tensions. 

Applied research

Applied research

Audran, J. (2024). Cinq enjeux d’évaluation face à l’émergence des IA 
génératives en éducation. Mesure et évaluation en éducation, 47(1), 6–26. 
https://doi.org/10.72021114564/ar

AI in Education: Concerns 
and Tensions Audran considers these tensions through Audran considers these tensions through 

a research-informed lens, offering a research-informed lens, offering 
critical analysis alongside practical critical analysis alongside practical 
considerations for teaching professionals. considerations for teaching professionals. 
The first hurdle is the authenticity of The first hurdle is the authenticity of 
student work. Since AI can now write student work. Since AI can now write 
essays, solve problems, and even mimic essays, solve problems, and even mimic 
students' writing styles, instructors are students' writing styles, instructors are 
left more and more wondering who left more and more wondering who 
completed their work. This calls for completed their work. This calls for 
new strategies to ensure learning and new strategies to ensure learning and 
evaluation remain student-centered evaluation remain student-centered 
and authentic. Audran suggests a return and authentic. Audran suggests a return 
to process-oriented assessment, oral to process-oriented assessment, oral 
defense, or in-class activities where AI use defense, or in-class activities where AI use 
is limited or made obvious.is limited or made obvious.
The second issue is one of fairness and The second issue is one of fairness and 
equality. Not all students have equal equality. Not all students have equal 
access to AI tools or the digital literacy access to AI tools or the digital literacy 
to be able to use them in an optimal to be able to use them in an optimal 
manner. There is a risk that those with manner. There is a risk that those with 
more advanced skills or technological more advanced skills or technological 
access will benefit disproportionately. access will benefit disproportionately. 
To address this, Audran advocates for an To address this, Audran advocates for an 
equitable integration of AI literacy into equitable integration of AI literacy into 
curricula so that students from various curricula so that students from various 
backgrounds are not disadvantaged or backgrounds are not disadvantaged or 
excluded.excluded.
Third, the article discusses the remake of Third, the article discusses the remake of 
assessment criteria. Traditional rubrics are assessment criteria. Traditional rubrics are 
no longer relevant when AI-generated no longer relevant when AI-generated 
content is involved. Audran calls for a content is involved. Audran calls for a 
remake of assessment frameworks, remake of assessment frameworks, 
where instructors would define learning where instructors would define learning 

outcomes that go beyond product-based outcomes that go beyond product-based 
deliverables and instead assess critical deliverables and instead assess critical 
thinking, ethical reflection, and meta-thinking, ethical reflection, and meta-
cognition.cognition.
The fourth challenge is teacher and The fourth challenge is teacher and 
institutional readiness. The majority of institutional readiness. The majority of 
teachers are unaware of how to respond to teachers are unaware of how to respond to 
AI use, whether to ban it, embrace it, or utilize AI use, whether to ban it, embrace it, or utilize 
it as a learning tool. Audran recommends it as a learning tool. Audran recommends 
professional development modules that professional development modules that 
sensitize teachers to the affordances and sensitize teachers to the affordances and 
boundaries of generative AI, along with boundaries of generative AI, along with 
the development of institutional policies the development of institutional policies 
that offer clear guidance while permitting that offer clear guidance while permitting 
pedagogical flexibility.pedagogical flexibility.
Finally, Audran addresses ethical and Finally, Audran addresses ethical and 
regulatory concerns, including data regulatory concerns, including data 
privacy, academic honesty, and the use of privacy, academic honesty, and the use of 
AI-generated feedback. As the boundaries AI-generated feedback. As the boundaries 
between machine and human input between machine and human input 
blur, student, instructor, and institutional blur, student, instructor, and institutional 
roles must be defined. He calls for open roles must be defined. He calls for open 
dialogue among all stakeholders on the dialogue among all stakeholders on the 
ethical foundations to guide AI uses in ethical foundations to guide AI uses in 
education.education.
As a conclusion, Audran emphasizes that As a conclusion, Audran emphasizes that 
the arrival of generative AI is not a passing the arrival of generative AI is not a passing 
trend but a structural shift in education. trend but a structural shift in education. 
Rather than reacting in fear or denial, he Rather than reacting in fear or denial, he 
urges the education sector to proactively urges the education sector to proactively 
transform evaluation practices, invest in transform evaluation practices, invest in 
personnel training, and maintain a strong personnel training, and maintain a strong 
commitment to equity and pedagogical commitment to equity and pedagogical 
integrity.integrity.
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